
FAQ for CVE-2021-44228/CVE-2021-45046
General Information

This page contains frequently asked questions and answers for  and .CVE-2021-44228 CVE-2021-45046

Are Stiltsoft Cloud apps affected?

No, Stiltsoft Cloud customers are not affected, apps are not vulnerable. We use  framework in and no action is required. Stiltsoft Cloud  the logback.qos.ch
all our Cloud apps based on JVM. This framework isn’t vulnerable to  and . CVE-2021-44228 CVE-2021-45046

Are Stiltsoft Server/Data Center apps affected?

No, Stiltsoft Server/Data Center apps are not vulnerable. All our Server/Data Center apps use logging capabilities provided by Atlassian products (Jira, 
Confluence, Bitbucket) through  (SLF4J).Simple Logging Facade for Java

Please, refer to the  information by Atlassian for more details about CVE-2021-44228 impact on Atlassian on-premises products.  FAQ for CVE-2021-44228  
You can also watch for any updates from Atlassian regarding  at the .CVE-2021-45046 Atlassian Knowledge Base

Have questions?

Contact us

https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-44228
https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-45046
http://logback.qos.ch/
https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-44228
https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-45046
http://www.slf4j.org/
https://confluence.atlassian.com/kb/faq-for-cve-2021-44228-1103069406.html
https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-45046
https://confluence.atlassian.com/kb/all-atlassian-knowledge-base-articles-915144849.html
https://stiltsoft.customercase.com/forums/support-requests/ideas/create
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